
ITS Acronyms 
AB Acquisitions Branch 
AC Access Control 
ACF Advanced Content Filtering 
ADM Assistant Deputy Minister 
AFH Adaptive Frequency Hopping 
AFT Assured File Transfer 
AKA Authentication and Key Agreement 
AT Awareness & Training 
ATIP Access to Information and Privacy 
AU Audit and Accountability 
BAA Behavioural Analysis and Analytics 
BBM BlackBerry Messenger 
BCP Business Continuity Plan 
BES BlackBerry Enterprise Server 
BIA Business Impact Analysis 
BNS Business Needs for Security 
BUC Business Use Cses 
BYOD Bring Your Own Device 
C&A Certification & Accreditation 
CA Contracting Authority 
CCI Controlled Cryptographic Instruments 
CDRFMS Canadian Disaster Relief Fund Management System 
CDS Cross Domain Solution 
CIA Confidentiality Integrity and Availability 
CIO Chief Information Officer 
CISD Canadian Industrial Security Directorate 
CM Configuration Management  
CM-A Change Management Assessment 
CM-D Change Management Documentation 
CM-E Change Management Engineering 
CMS Configuration Management System 
CONOPS Concept of Operations 
COTS Commercial off the Shelf 
CP Contingency Planning 
CS Computer Systems 
CSE Communications Security Establishment 
CSIS Canadian Security Intelligence Service 
CSO Company Security Officer 
CSPS Canada School of Public Service 
CTEC Cyber Threat and Evaluation Centre 



CTO Chief Technology Officer 
CVE Common Vulnrtabilities and Exposures 
DB Data Base 
DBA Data Base Administrator 
DBMS Data Base Management System 
DDoS Distributed Denial of Service 
DDSM Directive on Departmental Security Management 
DG Director General 
DISA Defense Information Systems Agency 
DLP Data Loss Prevention 
DMCC DoD Mobility Classified Capability 
DND/CAF (CF) Department of National Defence / Canadian Armed Forces 
DNS Domain Name System 
DoS Denial of Service 
DOS Designated Organization Screening 
DSO Departmental Security Officer 
DSP Departmental Security Program 
DSP Departmental Security Plan 
DT Development Tools 
EA Enterprise Architecture 
EA Enterprise Architecture 
EAL Evaluation Assurance Level 
EDGE Enhanced Data rates for GSM Evolution 
EDRC Emergency Disaster Relief Canada 
EDRFMS Emergency Disaster Relief Fund Management System 
EIR Equipment ID Registry 
EMSEC Emission Security 
ENG Engineer 
ESA Enterprise Security Architecture 
ETI Email Transformation Initiative 
FIPS Federal Information Processing Standards 
FMR Framework for the Management of Risk 
FY Fiscal Year 
GC Government of Canada 
GFE GC Furnished Equipment 
GOTS Government off the Shelf 
GPRS General Packet Radio Service 
HIPS Host-based Intrusion Prevention System 
HTRA Harmonized Threat and Risk Assessment 
IA Identification & Authentication 
IDP Intrusion Prevention System 



IDS Intrusion Detection System 
IM Information Management 
IMEI International Mobile Equipment Identifier 
IP Internet Protocol 
IR Incident Response 
ISM Industrial Security Manual 
ISSE Information System Security Engineering 
ISSIP Information System Security Implementation Process 
ISSIP Information System Security Implementation Process 
IT Information Technology 
ITS Information Technology Security 
ITS Information Technology Security 
ITSC Information Technology Security Coordinator 
ITSG Information Technology Security Guidance 
ITSIRT Information Technology Security Incident Recovery Team 
ITSLC Information Technology Security Learning Centre 
LSA Lead Security Agency 
MA Maintenance 
MAC Media Access Control 
MAF Management Accountability Framework 
MDM Mobile Device Mansgement 
MiTM Man in the Middle 
MITS Management of Information Technology Security 
MMS Multimedia Message Service 
MOU Memorandum of Understanding 
MP Media Protection 
MS Mobile Station 
NIST National Institute of Standards and Technology 
OTASP Over the Air Service Provisioning 
OWA Outlook Web Access 
PAA Program Activity Architecture 
PaaS Platform as a Service 
PCO Privy Council Office 
PDARR Prevent-Detect-Analyze-Respond-Recover 
PE Physical & Environmental Protection 
PGS Policy on Government Security 
PIA Privacy Impact Assessment 
PKI Public Key Infrastructure 
PoS Programs of Study 
PS Public Safety 
PSDM Program and Service Delivery Manager 



PSPC Public Services and Procurement Canada 
R&D Research & Development 
RCMP Royal Canadian Mounted Police 
RF Radio Frequency 
RFI Request for Information 
RFID Radio Frequency Identification Overview 
RFP Request for Proposal 
RHR Reliable Human Review 
RM Risk Management 
S&I System & Information 
SA System and Services Acquisition 
SA&A Security Assessment & Authorization 
SAL Security Assurance Levels 
SC System & Communications Protection 
SCI Supply Chain Integrity 
SCSI Supply Chain Security Information 
SDLC Software Development Lifecycle 
SDR Software Definable Radio 
SHRT Signature, Heuristic and Reputation Techniques 
SI System & Information Integrity 
SLA Service Level Agreement 
SLC Software Lifecycle 
SME-PED Secure Mobile Environment - Portable Electronic Device 
SMS Short Message Service 
SoAR Statement of Acceptable Risk 
SOR Statement of Requirements 
SOW Statement of Work 
SPR Software Programmable Radio 
SRCL Security Requirement Checklist 
SSC Shared Services Canada 
SSL Secure Sockets Layer 
TA Threat Assessment 
TAMS Traffic Analysis and Monitoring 
TBIPS Task-Based Informatics Professional Services 
TBS Treasury Board of Canada Secretariat 
TCP Transmission Control Protocol 
TLS Transport Layer Security 
TRA Threat and Risk Assessment 
UDP User Datagram Protocol 
UICC Universal Integrated Circuit Card 
UMTS Universal Mobile Telecommunications System 



URL Universal Resource Locator 
USRP Universal Software Radio Peripheral 
WAP Wireless Application Protocol 
WIDS Wireless Intrusion Detection 
WIPS Wireless Intrusion Prevention 
WPS Wi-Fi Protected Setup 

  
  
  
   


